DEKRA
CYBER SECURITY
Symposium 2020

Leipzig, Germany
Thursday, March 19, 2020
Friday, March 20, 2020
For more than 90 years, DEKRA has been a renowned partner for safety, security and trust around the world. Now, DEKRA is proud to invite you to the first DEKRA CYBER SECURITY Symposium.

Get the opportunity to discuss all aspects of Cyber Security, share your experiences with top-class experts from different industries and use the exciting evening event in the Porsche World for cross-industry networking.

In order for digitization to be successful, enduring attention and constant adjustments are needed. This concerns people, processes and – of course – ever evolving technologies. While the opportunities of digitization are often obvious, there are both visible and invisible risks involved as well.

DEKRA Cyber Security presents top-class speakers from a wide variety of domains and industries who will discuss weaknesses, attack vectors and challenges that companies face today and that will be crucial in the future. All this will be corroborated by examples from the entrepreneurial practice to show strategies and processes which have proven to be successful. Subsequently, there will be insightful talks about current research findings, the regulative framework as well as the human factor.

Please note that all presentations will be held in english.
Thursday, March 19, 2020

9:30   ☕️   Registration and breakfast

10:00 Welcome – Tobias Wobbe und Graham Stanforth (DEKRA SE)

10:05 Opening speech: Locked shields – Insights into the world’s biggest live-fire cyber defense drill – Major Bernd Kammermeier, Bundeswehr Zentrum für Cyber Sicherheit

10:30 Current threat landscape – behind the scenes of one of the largest threat intelligence teams – Dr. Michael von der Horst, Managing Director Cyber-Security Germany, Cisco Systems

10:55 Seven inconvenient truths about automotive cyber security – Dr. Thomas Wollinger, Managing Director, Escrypt GmbH

11:20   ☕️   Coffee break

11:40 Blockchain and quantum computing vs. reality – Dr. Hubert Feyrer, Chief Information Security Officer (CISO), Volkswagen Sachsen GmbH

12:05 Knowledge sharing for an “army of the good” – Dirk Backofen, Senior Vice President and Head of Telekom Security, T-Systems International GmbH

12:30 Interactive panel discussion with Dr. Michael von der Horst, Dr. Thomas Wollinger, Dirk Backofen, Dr. Hubert Feyrer, Major Bernd Kammermeier

13:15   ⌚️   Lunch buffet

14:30 Expert parallel sessions with discussions and networking: e.g. TISAX, Autonomous Driving, Human Firewall, Industrial Comm. Networks

16:00   ☕️   Coffee break

17:00   ⌚️   Bus transfer to Porsche Event Center. Factory tour, co-pilot drives, champagne reception and networking dinner.

21:30 + 22:00 Bus transfer to the hotel

Attack Vectors and other Challenges

10:30 Current threat landscape – behind the scenes of one of the largest threat intelligence teams – Dr. Michael von der Horst, Managing Director Cyber-Security Germany, Cisco Systems

10:55 Seven inconvenient truths about automotive cyber security – Dr. Thomas Wollinger, Managing Director, Escrypt GmbH

Cyber Security Best Practices

11:40 Blockchain and quantum computing vs. reality – Dr. Hubert Feyrer, Chief Information Security Officer (CISO), Volkswagen Sachsen GmbH

12:05 Knowledge sharing for an “army of the good” – Dirk Backofen, Senior Vice President and Head of Telekom Security, T-Systems International GmbH

12:30 Interactive panel discussion with Dr. Michael von der Horst, Dr. Thomas Wollinger, Dirk Backofen, Dr. Hubert Feyrer, Major Bernd Kammermeier

Evening Event
<table>
<thead>
<tr>
<th>Time</th>
<th>Event</th>
</tr>
</thead>
<tbody>
<tr>
<td>8:30</td>
<td>“Wake-up call” with live hacking – Graham Stanforth, DEKRA SE</td>
</tr>
<tr>
<td>9:30</td>
<td>Attacking Complex Systems: LTE, Machine Learning and Beyond</td>
</tr>
<tr>
<td></td>
<td>Professor Dr. Thorsten Holz, Ruhr-Universität Bochum, Horst Görtz</td>
</tr>
<tr>
<td></td>
<td>Institut für IT-Sicherheit, Lehrstuhl f. Systemsicherheit</td>
</tr>
<tr>
<td>9:55</td>
<td>IT vs. OT: the beauty and the beast – André Wardaschka, DEKRA Testing and Certification GmbH</td>
</tr>
<tr>
<td>10:20</td>
<td>Coffee break</td>
</tr>
<tr>
<td>10:40</td>
<td>How to start with Information Security? A chemical company</td>
</tr>
<tr>
<td></td>
<td>protects itself – Florian Jörgens, Chief Information Security Officer</td>
</tr>
<tr>
<td></td>
<td>(CISO), Lanxess Deutschland GmbH</td>
</tr>
<tr>
<td>11:05</td>
<td>Information security, data privacy and TISAX: how secure can security be? – Ingo Legler, DEKRA Assurance Services GmbH</td>
</tr>
<tr>
<td>11:30</td>
<td>Interactive panel discussion with Professor Dr. Thorsten Holz, André Wardaschka, Florian Jörgens, Ingo Legler</td>
</tr>
<tr>
<td>12:15</td>
<td>Lunch buffet</td>
</tr>
<tr>
<td>13:30</td>
<td>How to talk to them all? Insights from the internal information</td>
</tr>
<tr>
<td></td>
<td>security awareness campaign of Deutsche Post DHL Group – Dirk Zimmermann, Head of Group Security Coordination and Corinna Klempt, Senior Expert Information Security Awareness, CISM, Deutsche Post DHL Group</td>
</tr>
<tr>
<td>13:55</td>
<td>Creating a cyber security culture – Peter Dornheim, Head of IT Security, Festo AG &amp; Co. KG</td>
</tr>
<tr>
<td>14:20</td>
<td>Next generation phishing - social engineering in times of voice phishing, AI and Deepfake – Dr. Niklas Hellemann, General Manager, SoSafe GmbH</td>
</tr>
<tr>
<td>14:45</td>
<td>Interactive panel discussion with Boris Beuster, Peter Dornheim Dr. Niklas Hellemann</td>
</tr>
<tr>
<td>15:30</td>
<td>Feedback and goodbye</td>
</tr>
</tbody>
</table>
March 19/20, 2020
The Westin Hotel Leipzig, Gerberstraße 15, D-04105 Leipzig

Tickets and info: symposium.dekra-cyber-security.com

Contact
Jens Bittner – symposium@dekra-cyber-security.com

DEKRA Digital GmbH, Handwerkstraße 15, D–70565 Stuttgart
dekra.digital